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1
Decision/action requested

This contribution proposes conclusion for Key Issue #1.
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3
Rationale

In order to address all types of deployment of edge services, it would be beneficial to also allow the use of the mobile subscription for accessing edge services. 

GBA is a generic mechanism enabling the establishment of mobile subscription-based credentials that can be used for TLS as specified in TS 33.222 [2] since Rel-13. 
The use of TLS with GBA to secure EDGE-1 is described in solutions #29 and #31.
Consequently, it is proposed that in addition of certificate-based TLS server authentication to secure EDGE-1 interface, the use of TLS with GBA as specified in TS 33.222 is recommended for normative phase.
4
Detailed proposal

It is proposed that SA3 review and approve the following pseudo-CR to 3GPP TR 33.839 [1].

*** START of CHANGE ***

7.1
Conclusions for Key Issue #1
It is proposed to use certificate based TLS server authentication for EES or TLS with GBA as specified in TS 33.222 [26].

*** END of CHANGE ***

